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We provide in-depth comprehensive reports 
authored by our principal consultant and social 
engineering expert. Our reports stand out from 
the crowd and offer breakdowns on remediation, 
findings discovered during the assessment and 
technical reporting. Raw data can be provided in 
XLSX, HTML and JSON format to facilitate further
analysis. 

It is vital that the reporting post campaign is able 
to portray every piece of information discovered 
in a clear, concise manner. All reporting is 
dispatched using secure, encrypted transfer 
mechanisms.

• Executive Summary
• In-depth Technical Summary
• Security Issues Uncovered
• Level of Risk
• Vulnerability Assessment
• Remediation Advice

Deliverables

→  External Penetration

5. Training

4. Debrief Meeting 2. External Attacks

1. Recon & OSINT

3. Reporting

http://www.ultima.com
https://theantisocialengineer.com/


→  External Penetration

ENGAGEMENT PROCESS
We hold an initial meeting to discuss the requirements of the planned assessment and scope of works. 

Legal documents - we need to have an agreement in place prior to commencement of the engagement. Safe transfer 
of files is then arranged between organisations, always prioritising your data handling requirements.

OFFBOARDING PROCESS
A technical debrief will be available and is included as standard following delivery of the report, to explain key findings 
and potential business risks of any issues found. This will include suggested priorities for the customer to take action 
against. We delete sensitive data after 14 days.
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